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1 Introduction 64 

 65 

1.1 Applicability of Annex H 66 

UAS Safety Services offer a breadth of capability to address safety and commercial functions for 67 

UAS Operations. This Annex focuses on the safety functions enabled by third-party services, and 68 

how competent authorities can be assured that responsibilities are clearly divided between 69 

Operators and the Providers of any services they may rely on. Service usage is not limited to any 70 

particular airspace or altitude constraint/band/limitation. Therefore, this Annex simply refers to 71 

“Service Providers” (SP), recognizing that the competent authority may decide how and where 72 

those services may be used (e.g. UTM).  73 

Safety services in Annex H are applied to specific mitigations or objectives identified in the SORA 74 

Main Body and supporting Annexes. Services in this Annex must address either a core 75 

functionality of calculating and mitigating the intrinsic Ground Risk Class (iGRC) or initial Air Risk 76 

Class (iARC); or of fulfilling parts of the Operational Safety Objectives (OSO). Version 2.5 of 77 

SORA Main Body does not address interactions between multiple UAS, therefore, it is not 78 

yet possible to apply this Annex to services that measure or mitigate the resultant risks of 79 

these interactions. Therefore, there is no provision in Annex H to claim safety credit for services 80 

that provide strategic deconfliction between UAS.  81 

The initial version of this Annex envisions three types of services: 82 

● Ground Risk Operations Planning Safety Service, which calculates iGRC in accordance 83 

with Step #2 and provides M1(A) mitigation; 84 

● Air Risk Operations Planning Safety Service, which calculates iARC and identifies 85 

strategic mitigations; and 86 

● Tactical Conflict Detection and Alerting Safety Service, which fulfills the “detect” and 87 

optionally “decide” elements of the Tactical Mitigation Performance Requirements 88 

(TMPR). 89 

This Annex does not address details of service provisioning for international UAS flights. 90 

However, through its use in deployment of safety services in domestic environments, this Annex 91 

may support future bilateral/multilateral agreements on service provisioning.  92 

1.2 Division of Responsibilities Within the SORA Process  93 

There are two paths for an Operator to include a Safety Service as part of the SORA Safety 94 

Portfolio:  95 

● Absent this Annex, a Safety Portfolio that includes Operator-provisioned safety services; 96 

● Using this Annex, a Safety Portfolio that includes safety services provisioned by a 3rd 97 

party and under separate oversight acceptable to the competent authority. 98 

In the first scenario, the Operator may work with a Service Provider to fulfill safety functions, but 99 

the Operator ultimately remains responsible for all aspects of the Safety Portfolio. The competent 100 

authority’s regulatory approval and oversight are exclusively applied to the Operator. A Service 101 

Level Agreement (SLA), or comparable document, should need to exist between the Operator 102 
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and each Service Provider, but the onus is on the Operator to provide the necessary 103 

substantiation of supporting data, analysis, and testing to demonstrate the robustness of the 104 

provisioned safety services.1 The Operator is also responsible for validating the performance of 105 

the safety services in the context of the proposed Safety Portfolio.  106 

Using this approach, there is no direct interaction between the Service Provider and the 107 

competent authority. However, the Service Provider’s roles must be clearly established within the 108 

SORA Safety Portfolio, in order to substantiate the robustness of the safety services that are 109 

used. The Operator is responsible for having supporting evidence for performance of any 110 

externally provided service for safety of the operation. Generally, this is expected to be in the form 111 

of an SLA between the Service Provider and the Operator which, at a minimum, documents:  112 

● the service description,  113 

● roles, obligations, and liabilities of each party, and  114 

● the performance, availability, and reliability of the service.  115 

 116 

The SLA may make reference to consensus-based industry standards and related mechanisms 117 

for verification of conformity. 118 

The second scenario, depicted in Figure 1.1 with expanded detail in Figure 1.2, enables a more 119 

defined division of responsibility between the Operator and Service Provider.  120 

 121 

 122 

                                                 
1 OSO #VIII, “External services supporting UAS operations are adequate to the operation”, requires that an 
Operator retains supporting evidence of service performance, through SLA or other official commitment, as 
part of the Operator’s Comprehensive Safety Portfolio to achieve Medium and High levels of assurance.  
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 123 

Figure 1.1: Division of responsibilites 124 

Figure 1.1 assumes three entities with various responsibilities. The documents that define the 125 

relationships between each entity are named in the overlapping shaded regions. The roles of all 126 

three entities come together at the center, in the Comprehensive Safety Portfolio that the Operator 127 

Provides to the Competent Authority. 128 

Service Providers may be approved by a competent authority, such that the Service Provider and 129 

the Operator can share responsibilities in the context of a specific Safety Portfolio. As a first step, 130 

the Service Provider should provide a concept of service usage that: 1) describes the capabilities 131 

of the service in relation to Annex H-defined services; 2) lists the intended operational usage of 132 

the service; 3) indicates any limitations on use of the service by Operators, and 4) documents the 133 

specific interface definition (i.e. human factors and digital data). The concept of service usage 134 

should substantiate the robustness of the service offerings, and be predicated on data, analysis, 135 

and testing, leading to approval from a competent authority. The concept of service usage should 136 

include a general (or template) SLA that documents the relationship between the Service Provider 137 

and any Operator that uses that provider’s safety services. The SLA must, at a minimum, 138 

document the roles, obligations, and liabilities of each party, and the expectations of the Operator 139 

using the service and Service Provider delivering the service.  140 

 141 
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 142 

Figure 1.2: Adapted SORA workflow under Annex H 143 

Figure 1.2 above associates the familiar SORA steps for the Operator (Main Body v2.5, Figure 3) 144 

to the three specific services defined in Annex H, depicting how the service approval process 145 

intersects with the development of the Operator’s Comprehensive Safety Portfolio (Operator roles 146 

are blue, and Service Provider roles are red). The competent authority, possibly crediting industry 147 

certifications or standards, works with the Service Provider to determine Service Levels that 148 

correspond to different levels of integrity and reliability. 149 
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These Service Levels would be reflected in the approval that is issued by the competent authority 150 

and would reflect the safety credit that would be allowable for a given service in a Safety Portfolio. 151 

An Operator must then show how the safety service is used in the context of their Safety Portfolio, 152 

without the need to revisit the substantiation of the service since the competent authority has 153 

already provided a service approval. The Operator is still responsible for demonstrating the 154 

service is appropriate for the context of their operation. This is indicated by the dashed line flowing 155 

from Step 8 in Figure 1.2. The Operator remains responsible for ensuring that the service they 156 

pick can satisfy the mission’s requirements. This is indicated in OSO #VIII, and highl ighted here 157 

as a discrete step to emphasize its importance in connecting the Operator and Service Provider 158 

responsibilities described in Annex H. The competent authority is responsible for safety oversight 159 

of both the UAS Operator, for the given operations covered by the Safety Portfolio; and in parallel 160 

of the Service Provider for the provisioned safety service, under the terms of the SLA. For the 161 

Service Provider the authority may decide whether a service provider needs to be approved by 162 

the competent authority.  163 

1.3 Information for Service Providers 164 

The primary audience for Annex H is the Service Providers that seek to qualify services to gain 165 

safety credit for an Operator within the SORA framework. Any safety services may be provided 166 

from commercial entities or provisioned by a state.  167 

The Annex describes safety services, including function, capability, and levels of performance. It 168 

associates details of those functions with levels of robustness (i.e. integrity and assurance) that 169 

the Service Provider and Operator are expected to meet. Additionally, it provides a reference 170 

framework for how a Service Provider could work with an approving authority to ease an 171 

Operator’s risk assessment burden.   172 

This Annex provides an alternative workflow to the current SORA process, in which an Operator 173 

holds the sole responsibility to assemble all required mitigations, data and documentation in 174 

support of a Safety Portfolio. The expectation is that by using a qualified Service Provider 175 

acceptable to the competent authority, Operators can follow a parallel, and potentially shorter, 176 

process in compiling their Safety Portfolio, leveraging prior documentation, analysis, and 177 

approvals by the Service Provider. Additionally, use of approved services may help Operators to 178 

more easily identify mitigations that will reduce the overall risks of their missions.  179 

This Annex assumes that, given the option and availability of qualified Service Providers, 180 

Operators will choose to use the associated processes described herein because of the savings 181 

in time, money and effort. Service Providers have the option to include other features in their 182 

service offerings to Operators. Those features may have a safety benefit that is recognized by 183 

the Competent Authority separate from SORA, or they may provide an additional benefit that is 184 

not measurable against a specific risk or hazard. 185 

1.4 Information for Operators 186 

Operators should familiarize themselves with the service levels and capabilities described in this 187 

Annex, so that they claim the correct level of mitigation credit in the Safety Portfolio. Note that 188 

while some service levels help an Operator gain mitigation credit in accordance with Table 3 in 189 

the Main Body, other service levels only assist the Operator in conducting portions of the SORA 190 
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process that may otherwise be difficult for the Operator to correctly do unaided. The Operator’s 191 

Service Provider may be able to help with this process. 192 

Operators should be aware of the terms, limitations and responsibilities defined in the Service 193 

Level Agreement (SLA) between them and their Service Provider (see Section 3). A single 194 

competent authority’s endorsement or approval of a given service offering under this Annex does 195 

not mean that the same service is automatically qualified in a different jurisdiction. In meeting 196 

OSO #VIII, the Operator must ensure that the services they desire to use are, in fact, qualified or 197 

approved by the competent authority for their specific operation. 198 

1.5 Information for Competent Authorities 199 

The competent authority has several responsibilities under Annex H, and plays a critical role in 200 

ensuring that Service Providers and Operators are correctly using a set of services referenced in 201 

this Annex for a given operation and Safety Portfolio.  202 

First, the competent authority must establish a process for assessing Service Provider offerings 203 

and determining whether they meet the requirements of a given service description and level in 204 

this document.2 The competent authority or their recognized third party should maintain a record 205 

of all available services that have been assessed, the list of consensus-based standards against 206 

which the service and the organization of the service provider were evaluated, and how they are 207 

classified (for example, approved for a given Service Level and region, or limited to certain 208 

vehicles or types of operations, etc). This step is important both for internal auditability and 209 

traceability, and also so that Operators can differentiate between various Service Providers and 210 

ensure that they subscribe to the appropriate services based on their mission’s needs. 211 

Second, the competent authority continues to be responsible for reviewing and approving the 212 

Comprehensive Safety Portfolio of the Operator. This role takes on an added dimension within 213 

Annex H, since the competent authority should verify that the Operator’s Comprehensive Safety 214 

Portfolio properly accounts for the usage of a given service. The competent authority (or other 215 

entities authorized by delegation) also maintains their role in defining the applicable sources of 216 

data to the operators and other airspace users (e.g., airspace restrictions). 217 

  218 

                                                 
2 It is up to the competent authority to define terminology to be used. Whether a service is “approved,” 
“accepted,” “permitted,” or “certified” may carry different meanings based on how those terms are codified 
in applicable regulation. 



 

 

Annex H 

 

Edition: 2.5   DRAFT / JARUS External Consultation   Page 10 

 

2 Service Provider Provisioned Safety Services 219 

2.1 Overview of Service Levels  220 

Service Levels are the mechanism to describe different service capabilities, as well as their 221 

contribution to SORA mitigations and their usage in a Safety Portfolio. As a general construct, 222 

each safety service in Annex H can be deployed at any of three different service levels, which 223 

correspond to Low, Medium and High levels of robustness. Increasing service levels not only add 224 

safety features, but also may correspond to use of a service at different phases of flight, and on 225 

different time horizons.  226 

Some service level combinations can only be used during development of the Safety Portfolio, on 227 

a time horizon that is weeks or months before an actual flight occurs. These services generally 228 

provide a more basic level of functionality, and have a minimal ability to mitigate risk because, 229 

from an assurance standpoint, the Service Provider self-declares their capability without having 230 

to submit to rigorous system testing (Service Level 2) or 3rd party verification of conformity 231 

(Service Level 3). Because of the lower qualification burden, these types of services are also 232 

expected to be faster and easier for Service Providers to deploy, while providing a benefit to 233 

Operators by streamlining the development of their Safety Portfolio. 234 

Services that can be used during preflight carry a greater ability to mitigate risk, and generally rely 235 

on more robust (or near-real-time) data sets to support their functionality. Preflight generally 236 

encompasses the minutes and hours before a flight, and services may help in making a go/no-go 237 

decision, or in refining the flight plan and validating its conformance with what the competent 238 

authority has authorized.  239 

Finally, some services can be used inflight, and provide real-time levels of updates and alerts to 240 

ensure ongoing adherence to the competent authority’s authorizations as conditions change. 241 

These services are the most reliant on highly dynamic data sources, and will have the most robust 242 

requirements because their failure during a mission may trigger contingency actions on the part 243 

of the Operator.  244 

2.1.1 General Description of Services: 245 

There are three different services covered in the following sections, including: 246 

● the ground risk Operations Planning Safety Service (OPSS), as described in section 2.3; 247 

● the air risk OPSS, as described in section 2.4; 248 

● the Tactical Conflict Detection and Alerting Safety Service (TCDASS) which is used during 249 

flight operations to help Operators detect manned aircraft, and may be incorporated as 250 

part of a detect and avoid (DAA) system, as described in Section 2.5.  251 

 252 

 253 

 254 

 255 

 256 

 257 

 258 

 259 
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 260 

 261 

 262 

 263 

Figure 2.1: Notional view of trajectories contained within Operation Plans 264 

 265 

Because the three services are independent from each other, Service Providers may choose to 266 

implement each service at a different service level. 267 

 268 

Prior to the start of flight operations, intentions may be submitted to the Service Provider in the 269 

form of an Operational Volume defined in the Main Body section 1.4 270 

 271 

The Operational Volume as proposed may be impacted by other planned operations (e.g., 272 

overlapping airspace volumes) or other constraints (e.g., airspace restrictions), therefore the 273 

Operator should assess all appropriate information affecting the planned operation and make 274 

amendments to the plan as applicable.  275 

 276 

Operation planning can cover a wide range of tasks, functions, and capabilities, and it is expected 277 

that Service Providers will layer or bundle additional capabilities together into their commercial 278 

offering, above and beyond the minimum set of capabilities described in the following sections for 279 

each Service Level. Safety credit in a SORA Safety Portfolio is considered separately for the air 280 

risk and ground risk aspects of the Operations Planning Safety Service, and for the Tactical 281 

Conflict Detection and Alerting Safety Service. 282 

 283 

Note that under this Annex, the Ground Risk and Air Risk OPSS are not expected to automatically 284 

change, modify or revise the Operational Volume the Operator will actually fly based on the 285 

various constraints. The expectation is that, given information about various ground and air risks 286 

from the OPSS, the Operator will adjust the Operational Volume as needed. Also, the Air Risk 287 

OPSS and the Tactical Conflict Detection and Alerting Safety Service are only used to address 288 

the risk of encounter between a UAS and a manned aircraft.  289 

 290 

2.1.2  Service Usage According to Phase of Operations 291 

All service usage, regardless of service level, must be documented in the Comprehensive Safety 292 

Portfolio. This is so that the Competent Authority can have assurance that services are being 293 

properly leveraged in the context of the Operator’s proposed missions, and that appropriate 294 
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limitations and contingencies (e.g. for a service failure) are documented. Different service levels 295 

may be invoked at different time scales. There is a general alignment between service levels and 296 

the level of robustness but that relationship is not always exact and a one-to-one equivalence 297 

should not be assumed. 298 

 299 

Service Level 1 Ground Risk OPSS and Air Risk OPSS are both intended to be used during the 300 

development of the Comprehensive Safety Portfolio, though they may also be used during the 301 

preflight phase (minutes or hours before takeoff) as a double-check for the Operator that a specific 302 

mission meets the requirements and limitations of the Comprehensive Safety Portfolio. Service 303 

Levels 2 and 3 of the Ground Risk OPSS and Air Risk OPSS are both intended for use during the 304 

preflight phase. The more robust, granular and dynamic nature of their functions is expected to 305 

enable the Operator to fine-tune their specific mission profile to stay within the limitations of the 306 

previously approved SORA Safety Portfolio. The Service Level 3 Ground Risk OPSS may also 307 

assist during the inflight phase, particularly in terms of being able to alert the Operator to forecast 308 

or observed weather conditions that would pose an increased risk, for which the Operator’s other 309 

mitigations and limitations may not be sufficient (see Section 2.3.3).  310 

 311 

All service levels of the Tactical Conflict Detection and Alerting Safety Service operate during the 312 

inflight phase, since they partially support the Operator’s Tactical Mitigation Performance 313 

Requirements. In addition, at all service levels, the Declaration Volume calculations and 314 

substantiation are used both in the development of the Comprehensive Safety Portfolio, and as a 315 

double-check of the Operator’s proposed mission during the preflight phase (see Section 2.5.2).316 
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2.2 Ground Risk Operations Planning Safety Service  317 

Fundamental to SORA is the ability to calculate the risk of one’s mission in relation to the 318 

overflown population. The Ground Risk OPSS helps the Operator determine the intrinsic Ground 319 

Risk Class (iGRC), by applying data and performing calculations that may otherwise be difficult 320 

for the Operator to achieve on their own.  321 

 322 

The Ground Risk OPSS does this by focusing on two specific criteria: 323 

● Applying the Operational Volume Ground Risk Buffer and adjacent area in accordance 324 

with Section 2.3.1 and 2.3.2 of the Main Body; and 325 

● Reducing the number of people at risk on the ground through the use of M1(A) strategic 326 

mitigations as defined in Annex B, Tables 2 and 4.  327 

 328 

Additional iGRC mitigations under M1 (B) and M2 (effects of ground impact are reduced) remain 329 

the responsibility of the Operator, and are not addressed by the Ground Risk OPSS. 330 

 331 

SORA provides Operators with two mechanisms to determine their iGRC: via the iGRC Table 2 332 

in the Main Body or algorithmically. The tabular version pre-allocates an iGRC based on the 333 

Operator’s UA dimensions, maximum velocity and maximum population density overflown. 334 

Service Providers may choose to calculate iGRC algorithmically, so long as the competent 335 

authority agrees with the nominal values for critical areas for platforms (critical area is a 336 

representation of the ground impact footprint).3  337 

 338 

The Operator may reduce the number of people at risk on the ground with flight planning, analysis 339 

or inspection of the ground footprint’s true population at risk.  340 

The Ground Risk OPSS may support the Operator with this claim through two different services: 341 

1. Applying the Ground Risk Buffer (Section 2.2.1) 342 

2. Reducing the number of people at risk. (Section 2.2.2) 343 

 344 

For Item 1, the OPSS will support the applicant in the determination of their risk buffer around the 345 

flight geography, for the given altitude, given the desired robustness. Since the determination of 346 

this buffer may employ weather data, the Ground Risk OPSS may partially fulfill the requirements 347 

of OSO #VII (Section 2.2.3).  348 

 349 

For Item 2, the Ground Risk OPSS will either: 350 

1. Apply population density maps mandated by the Competent Authority to complete Step 2 351 

of the SORA process (Service Level 1); or 352 

2. Use the highest resolution static population density maps appropriate to the operation to 353 

complete Step 2 of the SORA process (Service Level 1); or  354 

3. Use authoritative population density data that incorporates real time or historical data, or 355 

dasymetric mapping techniques with a corresponding level of robustness to substantiate 356 

either a 90-percent or 99-percent reduction (Service Level 2) or 99.9-percent reduction 357 

(Service Level 3) in the number of people at risk. 358 

 359 

                                                 
3 Additional details on how to conduct algorithmic computations of iGRC are provided in Annex F.  
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 360 

2.2.1 OPSS Req #1: Apply a Ground Risk Buffer 361 

The ground risk buffer concept is defined in Main Body section 2.3.1 and Annex E Section 4, 362 

which should be used as the reference for the implementation of the Ground Risk OPSS. Based 363 

on the iGRC, the Ground Risk OPSS can provide a ground risk buffer using two different methods: 364 

the 1-to-1 rule and data-informed approach (e.g. UA performance, dynamic population data). The 365 

methods rely on increasingly accurate types of data, including dynamic or real-time sources. The 366 

ground risk buffer is part of the iGRC footprint, which also includes the Operator’s Flight 367 

Geography and Contingency Volume.  368 

 369 
 370 

Figure 2.2: Schematic view showing the Flight Geography, Contingency Volume and Risk Buffer 371 

Note: Flight Geography (green), Contingency Volume (orange), and Risk Buffer (pink) 372 

The Operator is responsible for defining the Operational Volume, which includes the Flight 373 

Geography and the Contingency Volume. The method for doing this may be specified in industry 374 

standards, or by the competent authority. 375 

 376 

The ground risk buffer surrounds the Operational Volume footprint, and the total area is the iGRC 377 

footprint. Because the determination of people at risk is based on the size of the iGRC footprint, 378 

not just the Operational Volume, Operators may leverage Service Providers that can shrink the 379 

size of the Risk Buffer through increasingly robust methods (e.g. increasingly accurate types of 380 

population data).  381 

The following two methods defining the Ground Risk buffer: 382 

 383 

● The 1-to-1 Rule. The ground risk buffer is developed such that the defined ground buffer 384 

is equal to or larger than the planned altitude of the operation. 385 

● Refinement based on UA performance. Given the knowledge of their aircraft 386 

performance, latencies, technical containment performance and behavior during a failure 387 

(e.g. ballistic trajectory), an Operator defines an initial buffer. The OPSS then refines that 388 

buffer taking into account historical, forecasted and real-time atmospheric conditions, and 389 

known system and/or network latencies. 390 

 391 

Regardless of which of the two methods used, the outcome of this criterion is a ground risk buffer. 392 

Kommentiert [SB1]: remove Criterion as it is used in 
Annex B, and mapping in Annex H is not the same,  
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 393 

2.2.2 OPSS Req #2: Reducing the number of people at risk 394 

As defined in Annex B, M1(A), the operator can claim a one-, two-, or three-order-of-magnitude 395 

reduction in the number of people at risk by means of: 396 

● on-site evaluation and appraisal; and/or 397 

● sheltered operational environments; and/or 398 

● use of dynamic density data (e.g. data from service provider) relevant for the proposed 399 

area and restricts time of operation (e.g. low population in an industrial area at night). 400 

 401 

The Ground Risk OPSS assists an Operator in several possible ways, depending on the Service 402 

Level 403 

● Apply population density maps mandated by the competent authority to complete Step 2 404 

of the SORA process (Service Level 1; this cannot be used to claim any order-of-405 

magnitude mitigation credit); or 406 

● Use the highest resolution static population density maps appropriate to the operation to 407 

complete Step 2 of the SORA process (Service Level 1; this cannot be used to claim any 408 

order-of-magnitude mitigation credit, unless these maps are of a demonstrably higher 409 

resolution than what is mandated by the competent authority); or  410 

● Use dynamic population density data that incorporates real time or historical data, or 411 

dasymetric mapping techniqueswith a corresponding level of robustness to substantiate 412 

either a 90 or 99-percent reduction (Service Level 2) or 99.9-percent (or greater) reduction 413 

(Service Level 3) in the number of people at risk. 414 

 415 

2.2.3 OPSS Req #3: Verification of environmental conditions of 416 

Operational Volume 417 

As a means to measure the environmental conditions and ensure that the Operator has sufficient 418 

information necessary to adhere to the limits of their operation, the OPSS provides environmental 419 

conditions of the Operational Volume prior to departure and during the mission. There are two 420 

methods in which environmental conditions can be provided: 421 

● Method 1: Forecasting Environment Conditions provides an Operator with near-term 422 

predictions of expected conditions based on weather models that utilize historical trends 423 

and current measured conditions. 424 

● Method 2: Real-time Measured Environmental Conditions provides an Operator with 425 

current conditions pre-departure and during a mission to evaluate the impact of 426 

environmental conditions on safe operations. 427 

The OPSS provides an Operator with situational awareness as to whether a mission is safe to 428 

launch, can support an Operator in monitoring conditions throughout the flight, and can support 429 

an Operator in being safely reactive to changing environmental conditions.  430 
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2.2.4 OPSS Req #4: Defining the adjacent area size and iGRC 431 

The adjacent area represents a reasonably probable ground area where a UA may fly or crash 432 

after a flyaway and is defined in the Main Body Section 2.3.2. Based on the Operational Volume, 433 

the Ground Risk OPSS can determine the lateral outer limit (with respect to the Operational 434 

Volume) of the adjacent area using the maximum cruise speed to determine the  probable range 435 

after it has left the Operational Volume. The Ground Risk OPSS would define the adjacent area 436 

as the ground area between the outer limit of the ground risk buffer (determined from Req #1-#3) 437 

and the calculated lateral outer limit. 438 

The Ground Risk OPSS can use the adjacent area to determine the iGRC for the adjacent area 439 

based on population density maps (as described in Req #1 and #2)  and considerations for non-440 

sheltered assemblies (as described in the Main body Section 2.3.2). 441 

The Operator is responsible for providing the defined Operational Volume and the UA maximum 442 

cruise speed to support the Ground Risk OPSS determination of the adjacent area and 443 

corresponding iGRC. 444 

2.2.5 Ground Risk OPSS Functionality at Each Service Level 445 

The roles and responsibilities of the Operator and Service Provider can be defined by the required 446 

tasks needed to support the Ground Risk OPSS and the required data, analysis, and/or testing 447 

that is needed to establish a level of assurance. Figures 2.3-2.5 depicts how Req 1-3 of the 448 

Ground Risk OPSS relates to the SORA process and the division of responsibilities between the 449 

Operator (in blue) and the Service Provider (in red), for each service level. 450 

These diagrams show logical process steps, as distinct from engineering sequence diagrams that 451 

detail exact information flows. This is an important distinction, since a given service can be 452 

implemented successfully in many ways, and it is beyond the scope of this Annex to predefine 453 

how a service should be implemented.  454 

In practice, it is expected that the steps to calculate iGRC and refine the ground risk buffer will be 455 

iterative within a service. These possible iterations are not shown in the following diagrams. 456 

Figure  STYLEREF 1 \s 2. SEQ Figure \* ARABIC \s 1 3: Operator and Service Provider 
responsibilities at Service Level 1 (SL1). 
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 457 

 458 

Figure 2.3: Operator and Service Provider responsibilities at Service Level 1 (SL1).  459 

Note: the only mitigation applied by the service is accounting for VLOS operations. Otherwise, the service assists with SORA 460 
Step 2. 461 
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 462 

Figure 2.4: Operator and Service Provider responsibilities at Service Level 2 (SL2). 463 

 464 

 465 

 466 

 467 
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 468 

Figure 2.5: Operator and Service Provider responsibilities at Service Level 3 (SL3) 469 

 470 

The Flight Geography, Operator’s specification, and UAS characteristics are provided by the 471 

Operator to a Service Provider, who provides a basic population map. The Service Provider 472 

supports the Operator’s decision of the iGRC. The iGRC is then used to determine the ground 473 

risk buffer and the number of people at risk within the Operational Volume to a certain level of 474 

integrity. Practically speaking, the steps to calculate iGRC and refine the ground risk buffer may 475 

be repeated several times to iterate to the refined route, possibly with Operator involvement during 476 

the refinement process. The exact exchange of information should be documented in the SLA. 477 
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To achieve a robustness determination necessary to gain a safety reduction on the iGRC, both 478 

the Annex B, M1(A) Criterion #1 and #2 must meet the corresponding level of robustness.  479 

 480 

2.2.6 Division of Responsibility at Each Service Level 481 

To achieve a given Service Level, a Service Provider must satisfactorily fulfill all elements within 482 

that service level’s column in the Integrity and Assurance tables that follow. Proper usage of the 483 

service requires the Operator to fulfill their corresponding responsibilities. 484 

Table 2.1: Ground Risk OPSS Integrity, Assurance, and Responsibilities 485 

 Service Provider Responsibilities Operator Responsibilities 

Integrity Assurance Integrity Assurance 

OPSS Req 
#1 Apply a 

Ground 
Risk Buffer 
- Annex E, 
Chapter 4, 

Criterion #3 
 

 

Service 
Level 1 
(Low) 

Define a ground risk 

buffer with at least a 1 

to 1 ratio to operating 

altitude 

The Service Provider 

declares that the 

required level of 

integrity is achieved 

The Operator provides the 
Operational Volume. 
 N/A 

Service 
Level 2 
(Med) 

Define a ground risk 

buffer that takes into 

consideration: 

● Meteorological 

conditions (e.g. 

wind) 

● Communications 

and surveillance 

latencies 

● Operator provided 

UAS data OR 

Operator provided 

initial risk buffer 

● Rotary wing UA 

using a ballistic 

methodology 

 

The Service Provider 

has supporting evidence 

that the required level of 

integrity has been 

achieved. This is 

typically done by means 

of system testing, which 

may include analysis, 

simulation, inspection, 

design review or 

through operational 

experience. 

Same as low.  
 
In addition, the Operator 
provides UAS data or initial 
risk buffer to Service 
Provider: 

● Improbable single 

malfunctions or failures 

(including the projection 

of high energy parts 

such as rotors and 

propellers) which would 

lead to an operation 

outside of the 

operational volume, 

● UAS latencies (e.g. 

latencies that affect the 

timely manoeuvrability 

of the UA),  

● UA behaviour when 

activating a technical 

containment measure,  

● UA performance 

The Operator has supporting 

evidence to substantiate 

UAS data or risk buffer given 

to the Service Provider. 

 

This is typically done by 

means of system testing, 

which may include analysis, 

simulation, inspection, 

design review or through 

operational experience. 

Service 
Level 3 
(High) 

The claimed level of 
integrity is validated by 
a competent third party. 

The claimed level of integrity 
is validated by a competent 
third party. 

OPSS Req 
#2, 

Reducing 
number of 
peoplke at 
risk: Annex 

B, 
M1(A) 

Criterion #1 
& 2 

(Evaluation 
of People at 

Risk and 
Impact on 

at risk 
population. 

Using a 
Ground 

Risk Map) 
 

Service 
Level 1 
(Low) 

See Annex B M1(A) 

Criterion #1  

AND  

 

Complete Step 2 of the 

SORA process by 

applying population 

density maps 

mandated by the 

Competent Authority;  

 

OR 

 

Using the highest 

resolution (Annex F) 

static population 

density maps 

appropriate to the 

operation. 

All mapping products, 

data sources and 

processes used to claim 

lowering the density of 

population at risk should 

be accepted/approved 

by the competent 

authority. 

The Service Provider 

has supporting evidence 

that the required level of 

integrity is achieved. 

This is typically done by 

means of testing, 

analysis, simulation, 

inspection, design 

The Operator evaluates the 

area of operations by means 

of on-site 

inspections/appraisals to 

justify lowering the density of 

people at risk  

 

(e.g. residential area during 

daytime when some people 

may not be present or an 

industrial area at night time 

for the same reason). 

N/A 
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Service 
Level 2 
(Med) 

See Annex B M1(A) 

Criterion #1  

AND 

 

Use dynamic 

population density data 

that incorporates real 

time or historical data, 

or appropriate 

dasymetric mapping 

techniques; AND/OR 

uses shelter factor data 

to substantiate a 

reduction in people at 

risk.  

 

The at-risk population 

is lowered by at least 1 

or 2 iGRC population 

bands (~ 90% or ~99%) 

using one or more 

methods described in 

the Level of Integrity for 

Criterion #1 

 

 

review or through 

operational experience. 

 

 

Service 
Level 3 
(High) 

See Annex B M1(A) 

Criterion #1  

AND  

Use authoritative 

population density data 

that incorporates real 

time or historical data, 

or dasymetric mapping 

techniques; AND/OR 

uses shelter factor data 

to substantiate a 99.9-

percent reduction in 

the number of people at 

risk. 

All mapping products, 

data sources and 

processes used to claim 

lowering the density of 

population at risk should 

be accepted/approved 

by the competent 

authority. 

 
The claimed level of 
integrity is validated by 
a competent third party. 

OPSS Req 
#3 

Environ- 
mental 

Condition 
Verification 

 

Service 
Level 1 
(Low) 

N/A N/A N/A N/A 

Service 
Level 2 
(Med) 

Method 1: Forecasting 

Environment 

Conditions 

 

The Service Provider 

has supporting evidence 

that the required level of 

integrity has been 

achieved. This is 

typically done by means 

of system testing, which 

may include analysis, 

simulation, inspection, 

design review or 

through operational 

experience. 

The Operator provides the 
Operational Volume. 
  
The Operator defines the UA 
environmental performance 
limits. 

The Operator has supporting 
evidence of the vehicle’s 
weather-related performance 
limits (e.g. maximum winds, 
min/max operating 
temperature, precipitation 
tolerance) 

Service 
Level 3 
(High) 

Method 2: Real-time 

Measured 

Environmental 

Conditions 

The claimed level of 
integrity is validated by 
a competent third party. 

Weather-related 
performance limits of the 
vehicle are validated by a 
competent third party. 

Criterion #4 
Adjacent 
area size 
and iGRC 

 

Service 
Level 1 
(Low) 

Define the adjacent 

area size as detailed in 

Step #2 Section 2.3.2 

of the SORA Main 

Body, where the outer 

limit is specified by: 

● Case 1.1 

The Service Provider 

declares that the 

required level of 

integrity is achieved 

The Operator provides the 
Operational Volume, 
maximum UA cruise speed. 

N/A 

Service 
Level 2 

The Service Provider 

has supporting evidence 

Formatiert: Abstand Nach:  0 Pt.
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(Med) ● Case 1.2.1 

● Case 1.2.2 

● Case 1.2.3 

And the inner limit is 

the outer limit of the 

risk buffer determined 

in OPSS Req #1. 

 

AND 

 

Determine the iGRC 

using Table 2 from the 

Main Body of  the 

adjacent area by 

calculating the average 

population density from  

population density 

maps and 

considerations for non-

sheltered assemblies.  

 

that the required level of 

integrity has been 

achieved. This is 

typically done by means 

of system testing, which 

may include analysis, 

simulation, inspection, 

design review or 

through operational 

experience. 

Service 
Level 3 
(High) 

The claimed level of 
integrity is validated by 
a competent third party. 

486 
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2.3 Air Risk Operational Volume Safety Service 487 

The Air Risk OPSS uses information about the airspace, as well as the Operator’s intended 488 

operation area, to aid in the calculation of the Initial Air Risk Class (iARC). It may also help to 489 

identify time windows and/or locations of operation that can lower the iARC as a means to 490 

strategically mitigate and reduce the ARC. 491 

This service further aids the Operator by providing guidance as to the level of Tactical Mitigation 492 

Performance Requirements (TMPR), if any, that may need to be fulfilled based on the ARC4.  493 

The process begins with the assignment of an iARC. Where the competent authority and ANSP 494 

have not already established an iARC for an Operational Volume, the SORA may be used to 495 

establish one. Using Annex C, the generalized iARC is assigned to a given Operational Volume 496 

based on a qualitative classification of the probability that a UAS would encounter a manned 497 

aircraft in the Operation Volume (Criterion 1). However, the Operator may observe that the actual 498 

risk in the local area differs from the nominal or generalised assessment for the iARC level, 499 

defined in Table 1 of Annex C. 500 

Strategic Mitigation consists of procedures and operational restrictions applied prior to takeoff 501 

which are intended to reduce the collision risk with manned aircraft (Criterion 2). Given additional 502 

data sets provided by the UAS Operator and/or Service Provider, the generalized iARC can be 503 

further refined by methods such as airspace characterisation, which better reflect the collision risk 504 

of the Operational Volume. At Service Levels 2 and 3, the Service Provider has the responsibility 505 

to collect and analyze the data required, and demonstrate their methodology to the competent 506 

authority. Expanded details on the key considerations for airspace characterisation and an 507 

overview of methodology approaches will be provided in forthcoming Annex G.  508 

As part of their Comprehensive Safety Portfolio, the Operator has the responsibility to coordinate 509 

with the local competent authority and/or ANSP to determine the final Residual Risk. However, 510 

an Air Risk OPSS can partially support the achievement of this effort via the provision of services 511 

that support the fulfillment of Criterion 2. The Residual ARC must be addressed by appropriate 512 

Tactical Mitigations as detailed in Annex D. 513 

The Air Risk OPSS only considers encounters between a UAS and a manned aircraft. The scope 514 

does not include risk due to wake turbulence. Future versions of the service may address UAS-515 

UAS encounters and associated collision risk. 516 

2.3.1 Criterion 1: Calculating the Initial ARC 517 

Criterion 1 helps the Operator gain an understanding of the risk profile by determining the iARC 518 

in ways that are consistent with the competent authority's guidance. However, this criterion by 519 

itself does not result in a tangible reduction of the risk profile. However, the service is expected to 520 

provide a safety and operational benefit, in the form of improved situational awareness and 521 

understanding of the airspace for the intended mission. It is also likely that many Service Providers 522 

will seek to develop airspace characterisation products in cooperation with the competent 523 

authority, to reduce the number of locations where the generalised (and conservative) iARC 524 

                                                 
4 The Tactical Conflict Detection and Alerting Surveillance Safety Service may be used to help fulfill the 

TMPR (Section 2.5). 
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assessment is in conflict with local conditions. Additional services could draw on the improved 525 

quality of the airspace representation to support the Operator in their awareness of adjacent 526 

airspace (and its iARC). Finally, the supporting services can make the Operator aware in the flight 527 

planning process of their obligations and options for the various mitigation measures needed to 528 

maintain safety for a particular ARC. 529 

The difference between Service Levels 1 and 2 is in how the ARC is determined.  530 

At Service Level 1, the Service Provider identifies the values from a suite of qualitative iARC 531 

predictors including airspace class, altitude, and the population overflown, given the Operator’s 532 

proposed Operational Volume. This methodology is described in Section 2.4.2 in the SORA Main 533 

Body, where the data used to support the assessment of iARC predictor values includes 534 

authoritative and current aeronautical chart data, as determined by the competent authority 535 

At Service Level 2, the Service Provider uses quantitative airspace data and a calculation 536 

methodology that is approved by the competent authority to determine the ARC. This may result 537 

in an iARC that is higher or lower than the qualitatively derived iARC found using the conventional 538 

SORA methodology.  539 

Successful implementation of Service Level 2 requires that the competent authority assess the 540 

methodology used, including the type and amount of data used in the quantitative calculations; 541 

various considerations in data handling and processing; and the accuracy in determining the 542 

ultimate collision risk estimates. Tailoring the underlying data based on time of day, time of year, 543 

or other aspects is reserved for Criterion 2. 544 

2.3.2 Criterion 2: Constraining the Operational Volume based on 545 

air risk 546 

As a means to provide adequate mitigations to limit the collision risk between UAS and manned 547 

aircraft, the Air Risk OPSS supports an Operator by strategically constraining the available 548 

airspace to help plan an Operational Volume in an area that reduces midair encounter risk. The 549 

Air Risk OPSS uses appropriate data sources and methodologies for the airspace. These 550 

processes are either defined by the competent authority, or documentation exists to show that 551 

they are consistent with the practices recommended in Annex C and forthcoming Annex G.  552 

As an Operator defines an Operational Volume, the OPSS uses authoritative airspace data to 553 

support the Operator by determining an iARC based on collision risk estimates. Given the iARC 554 

and the Operator-defined Operational Volume, the OPSS will perform an airspace 555 

characterization and provide the following methods to make recommendations to the Operator. It 556 

is encouraged that the OPSS use a methodology that is consistent with the acceptable 557 

methodologies described in forthcoming Annex G. These methods may be combined: 558 

● Spatial Buffer constraining the Operational Volume to a geographic area. 559 

● Temporal Limits constraining the times of day, days of the week, or months of the year 560 

in which the operation is conducted. 561 

● Applying common airspace structures (e.g. UAS geozones) and flight rules, which 562 

are defined by the Competent Authority 563 

The output of this criterion are the constraints to the Operational Volume by duration, time of 564 

execution and/or with an added Spatial Buffer, and the corresponding reduction to the iARC. If no 565 
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additional strategic mitigations are applied, then the Operator-accepted recommendations of the 566 

OPSS result in the Residual ARC. 567 

2.3.3 Division of Responsibility at Each Service Level 568 

To achieve a given Service Level, a Service Provider must satisfactorily fulfill all elements within 569 

that service level’s column in the Integrity and Assurance tables that follow. Proper usage of the 570 

service requires the Operator to fulfill their corresponding responsibilities. 571 

Table 2.2: Air Risk OPSS Integrity, Assurance, and Responsibilities 572 

 Service Provider Responsibilities Operator Responsibilities 

Integrity Assurance Integrity Assurance 

Criterion #1 
(Determine 
Initial ARC) 
 

Service 
Level 1 
(Low) 

The Service Provider 

determines Initial ARC 

following SORA 

qualitative process. 

The Service Provider 

uses authoritative static 

aeronautical data that is 

kept current with 

applicable chart revision 

cycles. 

The Operator provides the 
Operational Volume 

The Operator declares that 
they are able to maintain 
their trajectory (or remain 
within their Operational 
Volume) consistent with the 
containment requirements of 
Step #9. 

Service 
Level 2 
(Med) 

The Service Provider 

determines Initial ARC 

following quantitative 

processes: 

 

● Uses georeferenced 

data based on 

quantitative methods. 

● Manned aircraft 

surveillance data is 

applicable for the 

date (e.g 

month/season), time 

(e.g. day/night) and 

location of intended 

use.  

 

The Service Provider has 

supporting evidence that 

the required level of 

integrity has been 

achieved. This is typically 

done by means of system 

testing, which may 

include analysis, 

simulation, inspection, 

design review or through 

operational experience. 

The Operator has supporting 
evidence that they are able 
to maintain their trajectory 
(or remain within their 
Operational Volume) 
consistent with the 
containment requirements of 
Step #9.  
 
This is typically done by 
means of system testing, 
which may include analysis, 
simulation, inspection, 

design review or through 
operational experience. 
 

Service 
Level 3 
(High) 

Determine Initial ARC 

following quantitative 

processes: 

● Uses an appropriate 

quantity of 

georeferenced data 

based on 

quantitative 

methods to assure 

statistical rigor. 

● Authoritative 

manned aircraft 

surveillance data is 

applicable for the 

date, time period 

and location of 

intended use. 

 

The proper application of 

data processing and 

analysis methods is 

validated by a competent 

third party.  

 

This approval would 
examine the 
preprocessing methods 
for the data sources 
(resampling, interpolation, 
cleaning), the techniques 

used (applied statistics), 
and the implementation 
(algorithm, numerical 
methods and software) of 
risk calculations. 

A competent third party 
validates that the Operator is 
able to maintain their 
trajectory (or remain within 
their Operational Volume) 
consistent with the 
containment requirements of 
Step #9.  

Criterion #2 
(Apply 

Strategic 

Service 
Level 1 
(Low) 

N/A N/A N/A N/A 



 

 

Annex H 

 

Edition: 2.5   DRAFT / JARUS External Consultation   Page 26 

 

Mitigations 
to Reduce 
the Initial 

ARC) 
 

Service 
Level 2 
(Med) 

The Service Provider: 

● Applies strategic 
mitigations either by 
adjusting the 
Operational Volume 
or using any 
combination of 
Methods in Annex C. 

● Determines new 
lowered Initial ARC  

● Provides information 
to the Operator on 
required steps to 
adhere to the applied 
strategic mitigation 
measures (e.g. 
equipage 
requirements, 
additional operating 
restrictions). 

The Service Provider has 

supporting evidence that 

the required level of 

integrity has been 

achieved. This is typically 

done by means of system 

testing, which may 

include analysis, 

simulation, inspection, 

design review or through 

operational experience. The Operator provides the 
Operational Volume 

The Operator has supporting 
evidence that they are able 
to maintain their trajectory 
(or remain within their 
Operational Volume) 
consistent with the 
containment requirements of 

Step #9. The Operator also 
has supporting evidence that 
their internal processes allow 
them to adhere to the 
applied strategic mitigations.  
 
This is typically done by 
means of system testing, 
which may include analysis, 
simulation, inspection, 
design review or through 
operational experience. 

Service 
Level 3 
(High) 

The proper application of 
mitigation methods, and 
of guidance/rules, is 
validated by a competent 
third party. 

A competent third party 
validates that the Operator is 
able to maintain their 
trajectory (or remain within 
their Operational Volume) 
consistent with the 
containment requirements of 
Step #09, and that their 
internal processes allow 
them to adhere to the 
applied strategic mitigations.  

  573 
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2.4 Tactical Conflict Detection and Alerting Safety 574 

Service 575 

The Tactical Conflict Detection and Alerting Safety Service (TCDASS) fulfills some elements of 576 

the Tactical Mitigation Performance Requirements (TMPR) on behalf of the Operator. The 577 

TCDASS functionality is primarily to provide real-time tracking information of manned air traffic 578 

within a predetermined area, using sensors. Depending on the service level, the TCDASS may 579 

also provide alerts about proximate traffic that poses a collision risk, so that the Operator can take 580 

action to avoid that traffic. Note that in this section, the term “potential tactical conflict” is 581 

synonymous with “intruder aircraft” terminology that is commonly used in discussions of detect 582 

and avoid (DAA) and surveillance systems.  583 

Annex D describes how detect and avoid (DAA) can be used as a tactical mitigation for BVLOS 584 

operations. The Residual ARC, as calculated in Annex C or another methodology approved by 585 

the competent authority, determines the TMPR for a given operation. Residual ARC is a function 586 

of the strategically mitigated midair collision risk between the Operator’s UA and manned aircraft. 587 

The TMPR are intended to further reduce that collision risk. Therefore the use of the TCDASS is 588 

currently only applicable toward tactically mitigating potential encounters with manned aircraft 589 

(and not encounters between two UAS).  590 

The five TMPR elements are: 591 

● Detect aircraft in a defined volume that encloses the Operational Volume; this volume is 592 

called “Declaration Volume” in the rest of the Annex. Some of these aircraft may pose a 593 

tactical conflict, while others may not. 594 

● Decide the means by which a conflict will be avoided once a potential tactical conflict is 595 

detected. Note: This is understood to be dependent on prioritization and alerting of the 596 

potential tactical conflict, which are DAA functions defined in emerging industry standards. 597 

● Command the UA to maneuver, including accounting for C2 link latencies in sending that 598 

command. 599 

● Execute the evasive maneuver, which may include doing so within a given time limit. 600 

● Feedback Loop provides continued tracking of the aircraft in conflict during the conflict 601 

resolution process to ensure that the conflict is successfully resolved. 602 

 603 

2.4.1 Potential elements of the TCDASS and links to the TMPR 604 

Figure 2.6 provides a simplified view of the TCDASS elements and how they link to the different 605 

TMPR elements. 606 
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 607 
Figure 2.6: Simplified TCDASS componentry 608 

There are four primary functions, although not all of them are required for all TCDASS Service 609 

Levels: 610 

● Sensors: Sensors detect manned aircraft.5 There are many possible types of sensors, 611 

but they generally fall into three types: 612 

○ independent or primary, which detect aircraft with no assistance from the aircraft 613 

(e.g., primary radar, LIDAR, optical, acoustic);  614 

○ cooperative or secondary, which detect aircraft with assistance from the aircraft 615 

(e.g., secondary radar);  616 

○ and dependent, which are passive sensors that depend on the aircraft to provide 617 

location and identification information (e.g., ADS-B, ADS-A/C, FLARM). 618 

● Surveillance Data Processing: Depending on the sensor type, a variety of functions may 619 

need to be performed on surveillance data to render it suitable for Tracking purposes. 620 

These may include forms of signal validation, filtering and other algorithmic processes.  621 

● Tracking: The processing of surveillance data to associate plots with a particular target, 622 
establish a heading, speed, and altitude (if available) for the target, and project the next location of 623 

the target. Aircraft tracking information for the TCDASS can be provided from a single 624 

sensor, a network of sensors, or data correlated from many different sources. The 625 

resulting data, commonly referred to as tracks, is a primary input to the Monitoring & 626 

Alerting component and also enables a higher level of information on a traffic situation 627 

display.  628 

● Monitoring & Alerting: Uses knowledge of the nominal or off-nominal operational intent 629 

of a UA and the track for each manned aircraft in the Declaration Volume to determine if 630 

a UA/manned aircraft pair represents a potential tactical conflict. Alerts are generated to 631 

the Operator for each potential tactical conflict. Because this component continually 632 

monitors the UA/manned aircraft pairs, it also is able to provide the feedback loop to the 633 

Operator to indicate whether Command and Execute elements of the TMPR have 634 

successfully resolved a conflict. (A lower level of feedback loop capability can also be 635 

achieved using a traffic situation display provided by TMPR Detect.) 636 

 637 

The objective of the TCDASS is not to provide a complete, turn-key DAA solution to the Operator. 638 

However, it does provide building blocks on which DAA capabilities can be constructed. This can 639 

                                                 
5 Future versions of this Annex may describe how to use technologies for the detection and tracking of 

unmanned aircraft 
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be a significant benefit for Operators from cost and time perspectives. For example, establishing 640 

a surveillance capability can be expensive and time consuming. 641 

Operators can leverage the TCDASS to meet the Detect and Feedback Loop requirements of 642 

their DAA solution. 643 

Operators may also choose to have the TCDASS provide alerts when nearby traffic poses a 644 

collision risk, partially addressing the Decide requirements of their DAA solution. 645 

The responsibility to fulfill the Command and Execute TMPR will continue to lie with the Operator, 646 

since the TCDASS typically does not control vehicles.  647 

The Operator remains responsible, in the Comprehensive Safety Portfolio, for documenting how 648 

the TCDASS connects or interfaces with the other elements of the DAA solution. This includes 649 

accounting for requirements imposed by the Competent Authority, such as to Remain Well Clear 650 

and/or to avoid Near Midair Collisions (NMAC).6 While Annex D specifies risk ratios for the overall 651 

performance of the DAA system (including the performance of TCDASS), the Competent 652 

Authority may require adherence to other metrics.  653 

2.4.2 Volumes used by the TCDASS 654 

There are three nested volumes that are relevant to the TCDASS, as depicted in Figure 2.7. 655 

Terminology for these volumes has been adapted from RTCA DO-381, MOPS for Ground-Based 656 

Surveillance Systems. The relationship and sizing between volumes may be determined through 657 

mathematical equations as defined in industry standards. These equations take into account: 658 

● some elements which are the Service Provider’s responsibility, such as the underlying 659 

surveillance coverage and performance; 660 

● as well as elements that are the Operator’s responsibility, such as properly accounting for 661 

their system’s latencies in responding to a potential tactical conflict with sufficient time to 662 

maintain the closest minimum proximity prescribed by the Competent Authority. 663 

Note that while industry standards such as RTCA DO-381 allow for these volumes to be sized in 664 

more than one way, this Annex assumes that an “outside-in” methodology is used. This is because 665 

Operators are assumed not to have the ability to compel Service Providers to add surveillance 666 

sensors to meet individual Operator needs. Rather, Service Providers will provide coverage in a 667 

given region, and it is the Operator’s responsibility, as further described below, to ensure that their 668 

Operational Volume fits within the Service Provider’s described coverage area. 669 

                                                 
6 In industry standards, Remain Well Clear may have different definitions based on the characteristics of the UA and/or the operating 

environment. NMAC is commonly defined as two aircraft within 500 feet laterally and ±100 feet vertically. The Competent Authority 
may use different definitions than these. 
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 670 

Figure 2.7: Notional plan view of volumes relevant to the TCDASS (not to scale)7 671 

The outermost region is the TCDASS Surveillance Volume. This represents the area in which 672 

one or more of the sensors used by TCDASS can detect a target. The size and shape of the 673 

Surveillance Volume represents the union of all coverage provided by the underlying surveillance 674 

sensors. It is specific to the TCDASS, not to the Operator’s performance characteristics. 675 

Depending on the underlying sensor technology and subsequent processing steps, it may take 676 

some amount of time for surveillance systems to determine that an observed set of targets 677 

correspond to the same object (that is, an aircraft) and that they are not a result of ground clutter, 678 

birds, or other spurious effects.  679 

The next region, which lies within the TCDASS Surveillance Volume, is the Declaration Volume.8 680 

The TCDASS is responsible for defining the extents of the Declaration Volume, since these are 681 

determined by the performance of the TCDASS’s surveillance systems, and the amount of time 682 

required to resolve targets into aircraft tracks that meet the specified performance requirements 683 

for the Declaration Volume. When the TCDASS uses more than one surveillance sensor, the 684 

Declaration Volume that is provided to the Operator is the union of the Declaration Volumes of all 685 

underlying sensors. 686 

                                                 
7 Distances between volumes are determined by mathematical equations that consider system latencies 

and expected velocities of potential tactical conflicts. The Operator’s Operational Volume is depicted as a 
rounded rectangle for illustrative purposes, and may take on other shapes based on the specifics of the 
Operator’s Flight Geography and ground risk buffer. 
8 Annex D refers to this as the detection volume. The decision has been made in this document to use 

Declaration Volume, as it aligns with terminology in industry standards, such as RTCA DO-381. 
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DO-381 defines a 3rd volume, referred to as the Operational Volume and denoted by the green 687 

dashed line. This is labeled in Figure 2.7 as the Surveillance Operational Volume to distinguish it 688 

from the Operator's Operational Volume. To reduce confusion, the remainder of this document 689 

uses Surveillance OV to refer to the innermost dashed line, while Operational Volume maintains 690 

the conventional SORA definition. The Surveillance OV is always contained within the Declaration 691 

Volume, and represents the maximum area in which an Operator could conduct an operation and 692 

safely utilize the TCDASS, accounting for the coverage and tracking characteristics of the 693 

TCDASS, the performance of the UA, the time for the UA to perform DAA maneuvers, and 694 

velocities and other characteristics of the unmanned aircraft. The Surveillance OV is included to 695 

maintain consistency with DO-381 and shows the theoretical limits of where operations can take 696 

place and be fully supported by the TCDASS. However, it is not required to satisfy the 697 

requirements of Annex H. To satisfy the requirements of Annex H, the Operator needs only to 698 

show that their operation-specific Operational Volume (represented by the red volume in center 699 

of Figure 2.7) is supported by the TCDASS. 700 

Note: The operation-specific Operational Volume also accounts for SORA air risk and ground risk 701 

considerations. In addition, in this context, it must also account for the coverage and tracking 702 

characteristics of the TCDASS, the performance of the UA, and velocities and other 703 

characteristics of the unmanned aircraft, so that there is sufficient time for the DAA solution to 704 

meet its mitigation requirements against potential conflict aircraft. 705 

Note: Figure 2.7 implies homogenous coverage and tracking performance across the whole area, 706 

but in practice there may be gaps in coverage due to terrain/obstacles. Additionally, the 707 

dimensions of the Declaration Volume and the Surveillance OV will vary in practice based on 708 

characteristics of the manned aircraft, such as closure rate and detectability (e.g. radar cross-709 

section). 710 

The Operator is responsible for ensuring that their Operational Volume fits within the Declaration 711 

Volume with sufficient horizontal and vertical distance to account for the time to perform the DAA 712 

maneuvers.  713 

2.4.3 Division of Responsibility at Each Service Level 714 

The TCDASS consists of the following capabilities, depending on service level: 715 

● Provide a definition of the declaration volumes, and their associated performance. This 716 

includes advising the Operator of regions where there is no surveillance coverage due to 717 

terrain or other factors. 718 

● Provide potential tactical conflict detection capability in a given declaration volume. The 719 

TCDASS may need to adhere to one or more standards based on the underlying sensor 720 

network.  721 

● Provide tracks of manned aircraft in a given declaration volume.  722 

● Provide a minimum set of alerting capabilities, as determined by the service level. 723 

● Support display interfaces for use by the human Operator, if required by the Operator’s 724 

Comprehensive Safety Portfolio. 725 

A TCDASS with Service Level 1 capabilities satisfies the Detect TMPR for operations within  726 

ARC-b airspace.  727 
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At Service Level 2, in addition to the capabilities of a Service Level 1, the TCDASS also provides 728 

a minimum set of alerting capabilities to the Operator, which can help meet the Decide 729 

requirements in the Operator’s Safety Portfolio, in ARC-b airspace. This capability requires the 730 

Operator to provide additional information to the TCDASS before and/or during the mission. This 731 

can be achieved in a number of ways, such as: 732 

● Example 1: The Operator transmits their vehicle’s position and quality metrics to the 733 

TCDASS during flight. The Operator also indicates the total time required to Command 734 

and Execute in response to an alert of the potential tactical conflict. The TCDASS uses 735 

this information to continuously monitor and prioritize potential tactical conflicts in the 736 

declaration volume, sending alerts with enough advance notice that the Operator has time 737 

to respond and avoid a manned aircraft encounter. 738 

● Example 2: The Operator notifies the TCDASS of the intended Operational Volume. The 739 

TCDASS does not know the exact position of the vehicle during flight, so alerts are based 740 

on the proximity of a potential tactical conflict to the nearest point of the Operational 741 

Volume, even if the Operator’s UA is not near that point. This could result in a higher 742 

number of alerts requiring a response compared with the first example. But that may be 743 

acceptable for Operators who do not have a means to provide ownship tracking 744 

information (e.g. telemetry) to the TCDASS. Under this concept, the UA does not 745 

maneuver to avoid the potential tactical conflict, but rather flies to a predetermined safe 746 

state, such as a landing zone or low hover. 747 

A TCDASS with Service Level 3 capabilities satisfies the Detect TMPR for operations within  748 

ARC-c airspace.  749 

Table 2.3: TCDASS Integrity, Assurance, and Responsibilities 750 

 Service Provider Responsibilities Operator Responsibilities 

Integrity Assurance Integrity Assurance 

Criterion #1 
(Declaration 

Volume) 
 

Service 
Level 1 
(Low) 

● Provide a definition 

of the Declaration 

Volume to the 

Operator. 

● Document the extent 

of the Surveillance 

Volume 

The Service Provider 

declares that the 

Surveillance and 

Declaration Volumes 

are defined correctly 

The Operator defines the 

Operational Volume to fit 

within the Declaration 

Volume, and with sufficient 

horizontal and vertical 

distances to account for all 

latencies and maneuvering 

time in the DAA solution. 

The Operator declares that 

the Operating Volume is 

defined correctly. 

Service 
Level 2 
(Med) 

The Service Provider 

has supporting evidence 

that the Surveillance 

and Declaration 

Volumes are defined 

correctly, and that the 

service complies with 

applicable standards. 

This is typically done by 

testing, analysis, 

simulation, inspection, 

design review or 

through operational 

experience. 

The Operator has supporting 

evidence that the 

Operational Volume is 

defined correctly, in 

accordance with applicable 

standards. This is typically 

done by testing, analysis, 

simulation, inspection, 

design review or through 

operational experience. 

Service 
Level 3 
(High) 

A third party validates 

that the Surveillance 

and Declaration 

A third party validates that 

the Operational Volume is 

defined correctly. 
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Volumes are defined 

correctly 

Criterion #2 
(Detect 

Function) 
 

Service 
Level 1 
(Low) 

 

● Provide track 

information about 

aircraft in the 

Declaration Volume. 

● Coverage is 

provided in ARC-b 

airspace. 

● The Service 

Provider issues 

alerts when normal 

functionality is not 

being provided. 

The Service Provider 

declares that the 

required level of 

integrity has been 

achieved, and that the 

service complies with 

applicable standards. 

● The Operator provides 

the Operational Volume to 

the Service Provider.  

● The Operator verifies that 

the Operational Volume is 

within the surveillance & 

declaration volumes. 

The Operator declares that 
the DAA system meets the 
required system-level risk 
ratio. 

Service 
Level 2 

(Med) 

The Service Provider 

has supporting evidence 

that the required level of 

integrity is achieved, 

and that the service 

complies with applicable 

standards. This is 

typically done by 

testing, analysis, 

simulation, inspection, 

design review or 

through operational 

experience. 

 

 

 

System testing demonstrates 
that the DAA system meets 

the required system-level 
risk ratio. 
 
The Operator takes 

appropriate actions if real-

time performance could lead 

to the loss of control of the 

operation. 

Service 
Level 3 
(High) 

Same as for Service 

Levels 1 and 2, but the 

TCDASS is provided in 

ARC-b or ARC-c 

airspaces 

 

The functionality of the 

Service Provider has 

been validated by a 

competent third party. 

Same as for Service Level 2. 
In addition, a third party 
validates that the DAA 
system meets the required 
system-level risk ratio. 
 
 

Criterion #3 
(Decide 

Function) 
 

Service 
Level 1 
(Low) 

N/A N/A N/A N/A 

Service 
Level 2 
(Med) 

Provide a minimum set 
of alerting capabilities 
(TMPR integrity 
requirements for ARC-
b)  
 

The Service Provider 

has supporting evidence 

that the required level of 

integrity is achieved, 

and that the service 

complies with applicable 

standards. This is 

typically done by 

testing, analysis, 

simulation, inspection, 

design review or 

through operational 

experience. 

The Operator provides 

position information, 

including quality metrics, if 

applicable. The Operator 

also provides all system, 

command and maneuvering 

latencies to the Service 

Provider. 

 

The Operator provides a 

documented deconfliction 

scheme in accordance with 

Annex D, Table 1, and 

including procedures for 

prioritizing and responding to 

multiple simultaneous 

threats. 

The Operator has a means 

to monitor externally 

provided services which 

affect flight critical systems 

and take appropriate actions 

if real-time performance 

could lead to the loss of 

control of the operation. 

Service 
Level 3 
(High) 

[Reserved] [Reserved] [Reserved] [Reserved] 

Criterion #4 
(Feedback 

Loop 
Function) 

 

Service 
Level 1 
(Low) 

Tracks within the 

declaration volume are 

provided with a latency 

and update rate for 

potential tactical conflict 

(e.g. position, speed, 

altitude, track) that 

The Service Provider 

declares that the 

required level of 

integrity has been 

achieved, and that the 

service complies with 

applicable standards. 

Operator’s own latencies, 
including use of other 
services and response 
times, are accounted for.  
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Service 
Level 2 
(Med) 

support the decision 

criteria. 

The Service Provider 

has supporting evidence 

that the required level of 

integrity is achieved, 

and that the service 

complies with applicable 

standards. This is 

typically done by 

testing, analysis, 

simulation, inspection, 

design review or 

through operational 

experience. 

The Operator has a means 
to monitor externally 
provided services which 
affect flight critical systems 
and take appropriate actions 
if real-time performance 
could lead to the loss of 

control of the operation. 

Service 
Level 3 
(High) 

The functionality of the 

Service Provider has 

been validated by a 

competent third party. 

The Operator provides an 

assessment of the 

aggravated closure rates 

considering traffic that could 

reasonably be expected to 

operate in the area, traffic 

information update rate and 

latency, C2 Link latency, 

aircraft manoeuvrability and 

performance and sets the 

thresholds accordingly. 

Same as Medium.  
 
In addition, a competent third 
party validates the 
assessment of the closure 
rates, and that Service 
Provider-provided data 
supports the decision criteria 

751 
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2.5 Training Requirements for use of Safety Services 752 

 753 

Training requirements for the UAS remote crew are introduced under Annex E Operational Safety 754 

Objectives to address requirements for ensuring an Operator and remote crew are competent at 755 

operating the UAS in a safe manner. With respect to an applicants use of services, OSO #VIII 756 

specifies the requirements for ensuring the level of performance is adequate for the intended 757 

operation, however the introduction of a Service Provider to support an operation allocates 758 

responsibilities to the Service Provider and the Operator. Therefore the Operator has an implied 759 

responsibility to use the service in an intended manner, as defined through the SLA, and an 760 

applicant should ensure that the intended use of the service is included in training material 761 

provided to the remote crew. The Service Provider has a responsibility to supply competency-762 

based, theoretical, and/or practical training materials that are appropriate to support operations 763 

as defined within limits of the SLA and recommend any applicable proficiency requirements and 764 

training recurrences. These requirements have been added to Annex E OSOs related to Remote 765 

crew training (OSO#X). 766 
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3 Service Level Agreements 767 

The Service Level Agreement (SLA) is an important document that provides a delineation of 768 

responsibilities between a Service Provider and Operator, and details the functionality, limitations 769 

and performance of the service. All applicable SLAs for services the Operator uses should be 770 

included as part of the Safety Portfolio. This allows the competent authority clear visibility and 771 

traceability into which services are used, the functions they perform, and how they contribute to 772 

the overall operational safety. Since an SLA describes the services used, it is important in 773 

evaluating that safety mitigations are applied appropriately when using a service. It also allows 774 

verification that responsibilities have been correctly allocated, and that there are no unallocated 775 

responsibilities.  776 

It is the Service Provider’s responsibility to contribute substantive details to the SLA that outlines 777 

the expected relationship between the Service Provider and the Operator, and identify any other 778 

Service Providers or vendors for which their services are dependent upon.9 The Service Provider 779 

should have documented dependencies of any third-party vendor to ensure that any ingested and 780 

managed data has clear traceability to its source of origin.  781 

The competent authority may consider standardization of an SLA, or common sections of all 782 

SLAs, as part of the onboarding and approval process for a Service Provider. The inclusion of the 783 

SLA in the Safety Portfolio allows the competent authority to cross reference the function, 784 

performance, and limitations specified in the SLA with the safety mitigations of the operation in 785 

which the service is being used. In seeking approval for services from a competent authority, a 786 

Service Provider should provide a description of intended use including exceptions and limitations 787 

of use, coverage area of services, role and responsibility, etc., for which bound the scope of 788 

applicability of the service, and demonstrate how the SLA reflects the use of the service. Other 789 

aspects of an SLA, such as service management and support, issue escalation, and service 790 

monitoring and arbitration, etc., may be included in the definition of the SLA but not required for 791 

assessment by the competent authority. 792 

An SLA will contain a wide variety of information that establishes the expectations between the 793 

Operator and the Service Provider, however there is a minimum set of topics that are needed to 794 

be reviewed by the competent authority to verify usage of a service in relation to the Safety 795 

Portfolio. The subsequent sections capture the minimum required information to be established 796 

for each service described in Annex H. The SLA, through its various sections, should ensure that 797 

there is sufficient information to satisfy relevant Operational Safety Objectives (OSOs) and 798 

relevant cybersecurity obligations under Annex E. In particular, OSO #IV require the Operator to 799 

understand the limitations of “external systems,” which includes Service Providers, and that the 800 

Operator addresses deterioration of external systems in the Safety Portfolio. 801 

For safety services, detailed in Section 2, describe the intended function and associated 802 

performance of each service across different service levels. However, there are additional metrics 803 

that are necessary to document in an SLA in order to demonstrate compliance with the 804 

Operational Safety Objectives. The sections outline key performance metrics that are necessary 805 

                                                 
9 Agreements between other Service Providers should be documented in Operational Level Agreements 
(OLA) and agreements between Service Providers and 3rd party vendors should be documented in 
Underpinning Contracts (UC).  
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to be established by the Service Provider in an SLA and reviewed by a competent authority. Each 806 

metric has the associated requirements across different Service Levels. 807 

The SLA is used by the Service Provider, Operator, and competent authority at different stages 808 

of the approval processes: 809 

● The Service Provider should quantify key performance indicators (e.g. performance 810 

target) associated with each metric and document that within their SLA.  811 

● As part of the assessment of the Service Provider, the competent authority should verify 812 

that the SLA reflects the expected performance, function, and limitations of the service as 813 

substantiated by the Service Provider.  814 

● When using the service to support a safety function, the Operator should include the SLA 815 

in their Safety Portfolio such that the competent authority can verify that the expected 816 

performance, function, and limitations are adequate for the intended operation, as is 817 

required in OSO #VIII.  818 
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3.1 Ground Risk OPSS SLA Requirements 819 

Table 3.1: Ground Risk OPSS SLA Requirements 820 

Metric Service Level 1 (SL1) Service Level 2 (SL2) Service Level 3 (SL3) 

Security 
● Service Provider complies 

with appropriate 
regulations/provisions for 
protection of data and 
personal information.  

● Same as SL1. 
● In addition, service provider 

and Operator must specify 
a security plan for all data 
that is exchanged. 

● Same as SL2 
● In addition, data used in 

real-time calculations must 
be abstracted so that 
personal information 
cannot be inferred or 
deduced.  

[Functional] Performance 
Meets integrity and assurance requirements for each criterion at that service level, as defined in 
Section 2.2.2. 

Availability 
Not Applicable ● Network and system 

performance expectations, 
and quality-of-service 
measures, are specified. 

● Alerts for lack of 
availability, degradation of 
service, etc., are provided.  

● Flag for availability, display 
indicator and follow on 
actions for Operator 

● Same as SL2 
● In addition, in the event 

that a service is not 
available, the Operator has 
a contingency procedure. 

Definition of an outage event 
and contingency procedures. 

Usability 
● Agreed upon data format 

and geospatial reference. 
● If a user interface or 

experience (UI/UX) is 
provided, the display 
provides a depiction of the 
functional performance 
requirements. 

● Same as SL1. 
● In addition, if a user 

interface or experience 
(UI/UX) is provided, the 
Operator is required to take 
specific training -and- 
follow procedures for error 
handling.  

● Same as SL2.  
● In addition, flag for 

availability, display 
indicator and follow on 
actions for Operator 

Data Use 
Service Provider and Operator will provide agreed upon data policies that consider: 

● Data collection,  
● Data classification,  
● Intended use of the data  
● Prohibited practices, 
● Data sharing,  
● Data retention and deletion,  
● Data Accessibility  

Reliability 
Not Applicable The mean time between 

failures and/or the mean time 
to repair are specified  

Portability 
Constraints on the service are documented. 
Operator has appropriate hardware/software to use the service. 

Scalability 
 

Not Applicable 
Expected/nominal system 
load is documented and 
understood by all parties.  

Interoperability 
Not Applicable 

  821 
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3.2 Air Risk OPSS SLA Requirements 822 

Table 3.2: Air Risk OPSS SLA Requirements 823 

Metric Service Level 1 (SL1) Service Level 2 (SL2) Service Level 3 (SL3) 

Data Protection and 
Security 

● Service Provider complies 
with appropriate 
regulations/provisions for 
protection of data and 
personal information.  

● Same as SL1. 
● In addition, Service 

Provider and Operator 
must specify a security 
plan for all data that is 
exchanged. 

●  

● Same as SL2 
● In addition, data used in 

real-time calculations must 
be abstracted so that 
personal information 
cannot be inferred or 
deduced. 

[Functional] Performance 
Meets integrity and assurance requirements for each criterion at that service level, as defined in 
Section 2.4.2. 

Availability 
Not Applicable ● Network and system 

performance expectations, 
and quality-of-service 
measures, are specified. 

● Alerts for lack of 
availability, degradation of 
service, etc., are provided.  

● Flag for availability, display 
indicator and follow on 
actions for Operator 

● Same as SL2 
● In addition, in the event 

that a service is not 
available, the Operator has 
a contingency procedure. 

● Definition of an outage 
event and contingency 
procedures. 

Usability 
● Agreed upon data format 

and geospatial reference. 
● If a user interface or 

experience (UI/UX) is 
provided, the display 
provides a depiction of the 
functional performance 
requirements. 

● Same as SL1. 
● In addition, if a user 

interface or experience 
(UI/UX) is provided, the 
Operator is required to take 
specific training -and- 
follow procedures for error 
handling.  

● Same as SL2.  
● In addition, flag for 

availability, display 
indicator and follow on 
actions for Operator 

Data Use 
Service Provider and Operator will provide agreed upon data policies that consider: 

● Data collection,  
● Data classification,  
● Intended use of the data  
● Prohibited practices, 
● Data sharing,  
● Data retention and deletion,  
● Data Accessibility  

Reliability 
Not Applicable 

Portability 
Constraints on the service are documented. 
Operator has appropriate hardware/software to use the service. 

Scalability 
Not Applicable 

 
Expected/nominal system 
load is documented and 
understood by all parties.  

  824 
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3.3 Tactical Conflict Detection and Alerting Safety 825 

Service SLA Requirements 826 

Table 3.3: TCDASS SLA Requirements10 827 

Metric Service Level 1 Service Level 2 Service Level 3 

Security 
● Service Provider complies with appropriate regulations/provisions for protection of data and 

personal information.  
● Service Provider and Operator must specify a security plan for all data that is exchanged. 

[Functional] Performance 
Meets integrity and assurance requirements for each criterion at that service level, as defined in 
Section 2.5.3. 

Availability 
● Network and system performance expectations, and quality-of-service measures, are 

specified. 
● Alerts for lack of availability, degradation of service, etc., are provided.  
● In the event that a service is not available, the Operator has a contingency procedure.  
● Definition of an outage event, degraded quality of service and contingency procedures. 

Usability 
● Agreed upon data format and geospatial reference 
● If a user interface or experience (UI/UX) is provided, the Operator is required to take specific 

training -and- follow procedures for error handling.  
● Flag for availability, display indicator and follow on actions for Operator 
● Documentation of system attributes and limitations of the provided surveillance feed 

Data Use 
Service Provider and Operator will provide agreed upon data policies that consider: 

● Data collection,  
● Data classification,  
● Intended use of the data  
● Prohibited practices, 
● Data sharing,  
● Data retention and deletion,  
● Data Accessibility  

Reliability 
The mean time between failures and/or the mean time to repair are specified  

Portability 
● Constraints on the service are documented 
● Operator has appropriate hardware/software to use the service. 

Scalability 
● Expected/nominal system load is documented and understood by all parties.  
● Constraints of the service are documented. 

Interoperability 
Interface and/or established standard that describes message formats is agreed upon with the 
Operator 

 828 

 829 

 830 

                                                 
10 The service level agreement for TCDASS was determined to outline additional requirements for each of 

the service levels, however initial discussions resulted in the same requirements for all service levels. This 
mapping was due to the fact that TCDASS is satisfying TMPR functions and each service level is improving 
the performance and/or addressing an additional TMPR function, therefore all of the service levels maintain 
a common set of requirements needed for the service level agreement. Future updates to Annex H will re-
assess whether additional requirements are needed for each service level. 


